Batman Üniversitesi olarak TS EN ISO/IEC 27001:2022 Bilgi Güvenliği Yönetim Sistemi gereklilikleri kapsamında;

* Bilgi güvenliği yönetim sistemi gerekliliklerinin Batman Üniversitesi’nin süreçlerine entegrasyonunun sağlanmasını,
* Tabi olduğu ulusal veya sektörel düzenlemelerden, ilgili mevzuat ve standart gereklerini yerine getirmeyi, anlaşmalardan doğan yükümlülüklerini karşılamayı, iç ve dış paydaşlara yönelik kurumsal sorumluluklardan kaynaklanan bilgi güvenliği gereksinimlerini karşılamayı,
* Batman Üniversitesi sınırlarında fiziksel ya da dijital olarak tutulan bilgi varlıklarına yetkilendirilmiş çalışanlar tarafından erişilmesi ve bu erişimlerin güvenliğinin temin edilmesini,
* Bilgi varlıklarının kullanılabilirliğini, bütünlüğünü ve gizliliğini korumayı,
* Batman Üniversitesi’nin bilgi güvenliğinde güvenilirliğini ve itibarını korumayı,
* Bilgi güvenliği süreçlerinde acil durumlara karşı en kısa ve en etkin şekilde müdahale edebilecek bir organizasyon oluşturmayı ve etkinliğini sağlamayı,
* Çalışanların bilgi güvenliği farkındalıklarını artırmak için gerekli eğitimleri vermeyi,
* Bilgi güvenliği yönetim sisteminin etkinliğine katkıda bulunmaları için çalışanların yönlendirilmesi ve desteklenmesini,
* Çevresel sürdürülebilirliği desteklemek amacıyla karbon ayak izini azaltmayı, enerji verimli teknolojiler kullanılarak ve dijital süreçler optimize edilerek çevresel etkiyi en aza indirmeyi,
* Bilgi güvenliği risklerini ve fırsatlarını etkin şekilde yöneterek yönetim sistemi performansını sürekli iyileştirmeyi
* Bilgi güvenliği yönetim sistemi için ihtiyaç duyulan kaynakların mevcut olmasının sağlanmasını **taahhüt ederiz.**

**Bilgi İşlem Daire Başkanı**